
ОБЕСПЕЧЕНИЕ БЕЗОПАСНОСТИ 
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ОСНОВНЫЕ ХАРАКТЕРИСТИКИ ПРОГРАММЫ

Продолжительност
ь обучения

108 часов

Документ, 
выдаваемый после 
завершения курса

удостоверение о повышения 
квалификации

Форма обучения очная, очно-заочная

Режим занятий с отрывом от работы/ без отрыва от работы

Категория 
слушателей 
(требования к 
начальным 
знаниям)

Лица, имеющие высшее образование по
направлению подготовки
(специальности) в области информационной
безопасности или прошедшие профессиональную
переподготовку для выполнения нового
вида профессиональной деятельности в области
информационной
безопасности, подтвержденное документом об
образовании.



ОБЪЕКТАМИ ПРОФЕССИОНАЛЬНОЙ ДЕЯТЕЛЬНОСТИ 
ОБУЧАЮЩИХСЯ ЯВЛЯЮТСЯ:

- информационные системы персональных данных 
различного уровня и назначения, средства и системы 
обработки информации;

- угрозы безопасности информации в информационных 
системах персональных данных (ИСПДн);

- система нормативных правовых актов, методических 
документов в области обеспечения безопасности 
персональных данных в ИСПДн и национальных стандартов 
в области защиты информации;

- организационные и технические меры, а также 
реализуемые мероприятия, используемые для обеспечения 
безопасности персональных данных при их обработке в 
ИСПДн.



После прохождения 
обучения Вы будете уметь:

• устанавливать требования по обеспечению
безопасности персональных данных при их
обработке в ИСПДн;

• разрабатывать модели угроз безопасности
персональных данных в ИСПДн по результатам
оценки возможностей внешних и внутренних
нарушителей, анализа потенциальных
уязвимостей ИСПДн, возможных способов
реализации угроз безопасности и последствий от
их реализации, анализа банка данных угроз
безопасности информации;

• обосновывать организационные и технические
меры, подлежащие реализации в рамках систем
защиты персональных данных в ИСПДн;

• осуществлять выбор средств защиты информации
с учетом уровня защищенности персональных
данных в ИСПДн, совместимости с программными
и программно-аппаратными средствами,
выполняемых функций безопасности и
ограничений на эксплуатацию;

После прохождения 
обучения Вы будете уметь:

• определять параметры настройки
программных и программно-аппаратных
средств, включая средства защиты
информации, обеспечивающие
реализацию мер по обеспечению
безопасности, блокирование
(нейтрализацию) угроз безопасности
персональных данныхи устранение
уязвимостей ИСПДн;

• разрабатывать документы для проведения
работ по аттестации ИСПДн на
соответствие требованиям о защите
информации;

• обеспечивать безопасность персональных
данных при эксплуатации ИСПДн;

• обеспечивать безопасность персональных
данных при выводе из эксплуатации
ИСПДн;



УЧЕБНО-ТЕМАТИЧЕСКИЙ ПЛАН

№ Наименование тем и разделов Всего 
часов*

1

Модуль № 1. Основы обеспечения безопасности
персональных данных при их обработке
в информационных системах персональных
данных

14

2

Модуль № 2. Организация работ по обеспечению
безопасности персональных данных при их
обработке в информационных системах
персональных данных

77

3

Модуль № 3. Контроль (мониторинг) за
обеспечением уровня защищенности персональных
данных, содержащихся в информационной системе
персональных данных

13

Примечание: при необходимости количество часов по отдельным модулям 
программы может быть изменено
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Как записаться на курс
УЗНАТЬ ПОДРОБНОСТИ И ЗАПИСАТЬСЯ В БЛИЖАЙШУЮ ГРУППУ (ИЛИ 
НА ИНДИВИДУАЛЬНОЕ ОБУЧЕНИЕ) ВЫ МОЖЕТЕ, ОБРАТИВШИСЬ ПО 
ЭЛЕКТРОННОЙ ПОЧТЕ:

Кривопускова Екатерина Владимировна,
зам. директора Института цифровых технологий по ДО и ПП

ekaterina.krivopuskova@klgtu.ru

г. Калининград, Советский проспект, 1, каб. 411Г


